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The latest development relates to the Position Statement on Encryption Policy. The IEEE USA urges policy makers to avoid placing restrictions on the creation, availability, or use of cryptography in the United States, or by U.S. firms. This position is due to mandating IT infrastructure services to add built-in decryption capability to enhance national security by enabling law enforcement and intelligence agencies the ability to intercept illicit communications. The IEEE-USA supports the important goal of enhancing the tool kits for nation’s law enforcement and intelligence agencies. However, mandating built-in decryption to communications actually serves criminals and terrorists.The IEEE USA believes any system with a built-in “back door” invites criminals and foreign intelligence services to attack legitimate, protected communications. 



IEEE International Carnahan Conference On Security Technology 

-The Call for Abstract was extended from March 30 to April 30. 
-Marriott Hotel in Newton, MA was selected as the hotel for the conference.
